IF THIS IS YOU...
IT'S TIME TO RETHINK

SOMETIMES KEEPING IT SIMPLE IS BAD!

If yes, you may need to change your password

CREATING A STRONG PASSWORD MEANS...

4) password

5) 1234567

6) 12345678

7) 12345

Don't use personal information that
anyone has access to like pet names,
your address, social security, phone
number, or birthday. This information is

8) iloveyou

often exposed online as it's 9) 111111

needed to fill out most basic A
forms. Do not use information
that is posted on any social :
media accounts.

10) 123123

11) abel23

12) qwerty123
13) 1q2w3edr
Avoid using real words at all. 14) admin
15) qwertyuiop
16) 654321

17) 555555

£ A s A 18) lovely

19) 7777777

Make common phrases more complicated. 20) welcome

21) 888888

22) princess

Make these pass phrases at least four words long. 23) dragon

24) password1

| CAN'T REMEMBER ALL MY PASSWORDS!
1 JUST WRITE THEM DOWN ON STICKIE NOTES.

Don't write your passwords down.

Use a password manager to keep encrypted
copies of all of your usernames and passwords.

Regularly change your password.
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DON'T E U E If a hacker cracks
your login information for one account, your

YOUR other accounts could be compromised too.

PASS WO RD S! If you're struggling to think something up, use
% a random password generator.

Need Help Securing Your Business?
Contact Anjolen:
Michelle Tuttle: mtuttle@anjolen.com



https://its.ny.gov/document/acceptable-use-information-technology-it-resources-policy



